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1. The National Chengchi University (hereinafter referred to as the University) has established these 

Regulations to standardize the server management of various departments and units. 

2. Servers providing network connection by various units of the University shall be managed by a 

dedicated person and reported to the Computer Center, which shall provide guidance on related 

information security operations. 

3. Servers of various units shall be set up in accordance with the National Chengchi University Network 

Usage Regulations. 

4. Server administrators of each unit are required to regularly perform system reinforcements to manage 

the security, vulnerabilities and weaknesses of the machines, thereby preventing being hacked. 

5. If a report is filed alleging that the server of a unit is providing services other than those claimed, or 

being hacked, generating abnormal traffic, sending advertisements, violating intellectual property rights, 

etc., the Computer Center shall first verify the reported incident. If found to be true, the report shall be 

transferred to the relevant units of the University for handling. 

6. These Regulations were approved by the Cybersecurity Team and submitted to the President for 

approval prior to implementation. The same applies to amendments. 


